Annex 3 – List of activities
List of activities in WP6 – Ethics requirements

	D.6.4
OEI – Req. n.4
April 2024
	Ethics Advisor - Due to the conduct of an EU wide survey that will involve a large number of human participants, including vulnerable individuals/groups and collection, processing and transfer of a large amount of personal data and special categories of personal data, the project raises serious and/or complex ethics issues.  

The independent Ethics Advisor must advise the consortium at least on the following issues:
- the participation of humans in a large scale
- the proper handling of a large amount of personal and special categories data
- the conduct of activities in non-EU countries
- the safety of individuals due to the activities in a war zone.

	D.6.1
H – Req. n.1 
August 2024
	- The procedures and criteria that will be used to identify/recruit research participants must be submitted as a deliverable before the start of the relevant activities. 
- The informed consent procedures that will be implemented for the participation of humans and in regard to data processing must be submitted as a deliverable before the start of the relevant activities. 
- Templates of the informed consent/assent forms and information sheets covering the voluntary participation and data protection issues (in language and terms intelligible to the participants) must be kept on file (to be specified in the grant agreement) and the English version must be submitted as a deliverable. 
- Clarification whether vulnerable individuals/groups will be involved, and, if so, adequate measures to protect them, prevent coercion and undue inducement, exacerbation of their vulnerability, and minimise the risk of harm and/or stigmatisation must be submitted as a deliverable before the start of the relevant activities.

	D.6.2
POPD – Req. n.2
August 2024
	- Detailed justification for the processing of sensitive (‘special categories’) personal data must be submitted as a deliverable before the start of the relevant activities. 
- Clarification on how all of the personal data that will be processed are relevant and limited to the purposes of the research project (in accordance with the ‘data minimisation ‘principle) must be submitted as a deliverable before the start of the relevant activities.
- A description of the technical and organisational measures that will be implemented to safeguard the rights and freedoms of the data subjects/research participants must be submitted as a deliverable before the start of the relevant activities.
- A description of the security measures that will be implemented to prevent unauthorised access to personal data or the equipment used for processing must be submitted as a deliverable before the start of the relevant activities.
- Description of the anonymization/pseudonymisation techniques that will be implemented must be submitted as a deliverable before the start of the relevant activities.
- For personal data that are transferred from the EU to a non-EU country or international organisation, justification that such transfers are in accordance with Chapter V of the General Data Protection Regulation 2016/679, must be [submitted as a deliverable before the start of the relevant activities. 
- For personal data that are transferred from a non-EU country to the EU (or another third state), justification that such transfers comply with the laws of the country in which the data was collected must be submitted as a deliverable before the start of the relevant activities.
- If applicable, for research involving profiling, an explanation as to how the data subjects will be informed of the existence of the profiling, its possible consequences and how their fundamental rights will be safeguarded must be submitted as a deliverable before the start of the relevant activities.
- An explicit confirmation that the data used in the project is publicly available and can be freely used for the purposes of the project must be submitted as a deliverable before the start of the relevant activities.
- For the further processing of previously collected personal data, an explicit confirmation that the beneficiary has lawful basis for the data processing and that the appropriate technical and organisational measures are in place to safeguard the rights of the data subjects must be submitted as a deliverable before the start of the relevant activities.

	D.6.3
NEC – Req. n.3
August 2024
	- Activities undertaken outside the EU in non-EU countries must be legal in at least one EU Member State and comply with the Horizon Europe ethical standards. Detailed information on compliance of the relevant activities with respective legal framework(s) must be submitted as a deliverable before the start of the relevant activities.
- Detailed information to demonstrate that fair benefit-sharing arrangements with stakeholders from low and lower-middle income countries are ensured must be submitted as a deliverable before the start of the relevant activities.
- An assessment of the risks to research participants and staff involved in this project and detailed information on the measures to minimise those risks must be submitted as a deliverable before the start of the relevant activities.

	D.6.5
OEI – Req. n.5
August 2024
	A report by the Ethics Advisor must be submitted at month 6.

Advise the consortium at least on the following issues:
- the participation of humans in a large scale
- the proper handling of a large amount of personal and special categories data
- the conduct of activities in non-EU countries
- the safety of individuals due to the activities in a war zone.

	D.6.6
OEI – Req. n.6
August 2025
	A report by the Ethics Advisor must be submitted at month 18.

Advise the consortium at least on the following issues:
- the participation of humans in a large scale
- the proper handling of a large amount of personal and special categories data
- the conduct of activities in non-EU countries
- the safety of individuals due to the activities in a war zone.

	D.6.7
OEI – Req. n.7
February 2027
	A report by the Ethics Advisor must be submitted at month 36.

Advise the consortium at least on the following issues:
- the participation of humans in a large scale
- the proper handling of a large amount of personal and special categories data
- the conduct of activities in non-EU countries
- the safety of individuals due to the activities in a war zone.



